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	Reason for change:
	CT1 sends an LS(C1-207531) to SA2 for carification whether and how the service continuity is maintain in the following case:
(1) The UE operating in single-registration mode has disabled its N1 mode capability when registered in 5G and then moves to 4G of the current PLMN with N26 interface supported.
(2) The UE initiates an EPS attach or TAU procedure in 4G during which the UE will indicate N1 mode is not supported.
(3) Hereafter, the UE requests to establish a new PDN connection in 4G during which the UE will not generate the PDU session ID included in the (e)PCO IE to the network and the network will not include the mapped PDU session parameters (e.g. QoS flow descriptions, Session-AMBR, QoS rules) included in the (e)PCO IE to the UE.
(4) The UE re-enables its N1 mode capability in 4G and then moves back to 5G.

The following cases can also lead the absence of the mapped 5G QoS paramters.
(1) the UE registers in 3G system.
(2) the UE moves from 3G system to EPS. 
(3) the UE has a PDN connection mapped from active PDP contexts, but this there is no mapped 5G QoS paramters

The service continuity needs to be maintained, otherwise the data connection will be broken once the UE moves to 5GS. 

==========  #144  =============
Based on the discussion in the slides, the changes to provide the PDU Session ID to PCF is not required.

In addtion, as compared with other alternatives, it is proposed to take this CR as the solution to address the N1 capability enabling.


	
	

	Summary of change:
	· Enhance the UE request bearer resource modification procedure to support the CN providing the mapped 5GS QoS parameters to the UE.
============  #144  ===============
· Add descripition in geneal part.
· Enhance Npcf_SMPolicyControl_Update service.
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[bookmark: _Toc517082226]* * * * First change * * * *
During establishment of non-emergency PDN connection in the EPC, the UE and the SMF+PGW-C exchange information via PCO as described in TS 23.501 [2] clause 5.15.7. If the SMF+PGW-C supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, before the SMF+PGW-C provides an S-NSSAI to the UE, the SMF+PGW-C should check such that the selected S-NSSAI is among the UE's subscribed S-NSSAIs, and that the S-NSSAI is not subject to Network Slice-Specific Authentication and Authorization, by retrieving the Subscribed S-NSSAI from UDM using the Nudm_SDM_Get service operation (the SMF+PGW-C discovers and selects a UDM as described in TS 23.501 [2] clause 6.3.8). If the SMF+PGW-C is in a VPLMN, the SMF+PGW-C uses the Nnssf_NSSelection_Get service operation to retrieve a mapping of the Subscribed S-NSSAIs to Serving PLMN S-NSSAI values. If the S-NSSAIs supported by the SMF+PGW-C are all subject to NSSAA, then the SMF+PGW-C should reject the PDN connection establishment.
During establishment of non-emergency PDN connection in the EPC, if PGW-C+SMF is selected for a UE that has 5GS subscription, the SMF may be configured to obtain the subscribed IP index from UDM as part of subscription data using the Nudm_SDM_Get service operation (the PGW-C+SMF discovers and selects a UDM as described in TS 23.501 [2] clause 6.3.8).
During establishment of non-emergency PDN connection in the EPC, if SMF+PGW-C is selected for a UE that has 5GS subscription but does not support 5GC NAS and is accessing via EPC/E-UTRAN and if the SMF+PGW-C supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, the SMF+PGW-C+PGW-C may proceed as specified in first paragraph of this clause or select any S-NSSAI associated with the APN of the PDN connection. The SMF+PGW-C shall not provide any 5GS related parameters to the UE.
NOTE:	The SMF+PGW-C knows that the UE does not support 5GS NAS if the UE does not provide PDU Session ID in PCO (see TS 23.501 [2] clause 5.15.7).
During establishment of emergency PDN connection:
-	The SMF+PGW-C is to be derived from the emergency APN or to be statically configured in the Emergency Configuration Data in MME.
-	5GC interworking support with N26 or without N26 is determined based on UE's 5G NAS capability and local configuration (in the Emergency Configuration Data in MME).
-	The S-NSSAI configured for the emergency APN in SMF+PGW-C is not sent to the UE by the SMF+PGW-C. One S-NSSAI is configured for the emergency APN.
During establishment of non-emergency PDN connection and emergency PDN connection, if SMF+PGW-C is selected for a UE that does not support 5GC NAS, the SMF+PGW-C creates unique PDU Session ID for each PDN connection of the UE.
The unique PDU Session ID can be created based on the EPS Bearer IDs assigned by the MME for the PDN Connections associated with the UE and not be in the range of PDU Session ID values that can be created by a 5GC NAS capable UE.
When the SMF+PGW-C establishes the PDN connection successfully, the SMF+PGW-C provides the ID of the PCF ID selected for the PDN connection in the UDM using the Nudm_UECM_Registration service operation.
In case the UE changes to support 5GC NAS (e.g., the N1 capability is recovered from being temporarily disabled), the UE initiates a UE requested bearer resource modification procedure to enable interworking. The UE provides a PDU Session ID for the PDN connection and requests the mapped 5G QoS parameters corresponding to the EPS Bearer(s) of the PDN connection. The SMF decides to either provide the latest PDU Session ID to the PCF, or to maintain a local mapping of UE provided PDU Session ID and PDU Session ID created by the SMF+PGW-C. The SMF+PGW-C provides the mapped 5G QoS parameters for each of the EPS Bearer(s) of the PDN connection to the UE.

* * * * 2nd of changes * * * *
4.11.1.5.4.3	Dedicated Bearer Activation, Bearer Modification and Bearer Deactivation
The procedures specified in TS 23.401 [13] clause 5.4.1 through 5.4.5 apply with the following modifications:
-	PCRF initiated IP-CAN Modification in TS 23.401 [13] is replaced with PCF initiated SM Policy Association Modification as specified in clause 4.16.5.2. PCEF initiated IP-CAN Session Modification/Termination TS 23.401 [13] is replaced with SM Policy Association Modification/Termination as specified in clauses 4.16.5 and 4.16.6.
-	In the step where the PDN-GW sends a Create Bearer Request, i.e.
-	Step 2 in TS 23.401 [13] clause 5.4.1 (Dedicated Bearer Activation)
	the PCO includes mapped 5GS QoS parameters for the EPS bearer being created.
-	In the step where the PDN-GW sends an Update Bearer Request, i.e.,
-	Step 2 in TS 23.401 [13] clause 5.4.2.1 (PDN GW initiated bearer modification with bearer QoS update)
-	Step 5 in TS 23.401 [13] clause 5.4.2.2 (HSS Initiated Subscribed QoS Modification)
-	Step 2 in TS 23.401 [13] clause 5.4.3 (PDN GW initiated bearer modification without bearer QoS update) if TFT or APN-AMBR is being modified
	the PCO includes:
-  	the The modification to the mapped 5GS QoS parameters, if impacted by the modification, corresponding to the EPS bearer being modified, or.
-	The mapped 5GS QoS parameters for the EPS bearer, if they are explicitly requested by the UE in case it has no mapped 5GS QoS parameters for the EPS bearer.
-	In the step where the UE receives the NAS Session Management message from the MME which contains the PCO relayed via the MME, i.e:
-	Step 5 in TS 23.401 [13] clause 5.4.1 (Dedicated Bearer Activation)
-	Step 5 in TS 23.401 [13] clause 5.4.2.1 (PDN GW initiated bearer modification with bearer QoS update)
-	Step 5 in TS 23.401 [13] clause 5.4.3 (PDN GW initiated bearer modification without bearer QoS update) if TFT or APN-AMBR is being modified
	the UE updates the mapped 5G QoS parameters as included in the PCO from the PDN-GW.
-	In the step where the UE receives EPS bearer request message, i.e
-	Step 5 in TS 23.401 [13] clause 5.4.4.1 (PDN GW initiated bearer deactivation)
	the UE also deletes the mapped 5GS QoS flow and its associated parameter.
-	In the step where the UE requests to modify the existing PDN connection, i.e:
-	Step 1 in TS 23.401 [13] clause 5.4.5 (UE requested bearer resource modification).
	The UE provides a PDU Session ID for the PDN connection and includes it in the PCO, in order to request the mapped 5G QoS parameters for the respective EPS bearer(s) of this PDN connection. The UE sends a UE requested bearer resource modification with this PCO for the default EPS bearer and the PDN-GW responds with a list of EBI, QoS rule(s) and mapped 5G QoS parameters for each EPS bearer of the PDN connection. 

* * * * 3rd changes * * * *
[bookmark: _Toc27895192][bookmark: _Toc36192289][bookmark: _Toc45193402][bookmark: _Toc47593034][bookmark: _Toc51835121][bookmark: _Toc59100947]5.2.5.4.5	Npcf_SMPolicyControl_Update service operation
Service operation name: Npcf_SMPolicyControl_Update.
Description: The NF Service Consumer can request the update of the SM Policy Association to receive updated Policy information for the PDU Session.
Inputs, Required: SM Policy Association ID.
Inputs, Optional: Information on the Policy Control Request Trigger condition, as defined in clause 6.1.3.5 of TS 23.503 [20], that has been met such as Access Type, (new or removed) IPv4 address and/or IPv6 network prefix, User Location Information, UE Time Zone, Serving Network, RAT type, Session AMBR, or subscribed default QoS information, DN Authorization Profile Index, 5GS bridge information [Bridge ID, DS-TT MAC address, port number of DS-TT port, UE-DS-TT Residence Time], Port Management Information Container and the related port number, MA PDU Request indication, MA PDU Network-Upgrade Allowed indication, ATSSS capabilities of the MA PDU Session, QoS constraints from the VPLMN (see clause 4.3.2.2.2), PDU Session ID..
W-5GAN specific PDU session information provided by the SMF is specified in TS 23.316 [53].
Outputs, Required: Success or not.
Outputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1.
See clause 4.16.5.1 for the usage of this service operation.
NOTE:	When this service operation is invoked by SMF, race conditions apply, which are defined in TS 29.513 [47].
* * * * End of changes * * * *

